
Sarah Azouvi
B s.azouvi@gmail.com

Í sazouvi.com
sarahazouvi
sarahazouvi

Driving license

Experience
Mar 2023 -

Present
Independent researcher.
Started an independent project building a decentralized subscription platform. Support from
Spark/Zeitgeist and Jessy’s hacker house. Pre-seed investment offer from Protocol Labs (declined).

Jan 2020 - Feb
2023

Research Scientist, PROTOCOL LABS.
Research on filecoin consensus protocol

Sept 2018 -
Dec 2019

Research Assistant, UNIVERSITY COLLEGE LONDON.
Research on applied cryptography, game theory and distributed systems

June - Sept
2019

Research Intern, FACEBOOK/CALIBRA.
Research on consensus protocols

March - May
2019

Research Consultant, PROTOCOL LABS.
Research on consensus protocols

2017–2019 Teaching Assistant, UNIVERSITY COLLEGE LONDON.
Teaching assistant for a Beginner’s Python course, Theory of Computation and Cryptocurrencies (MSc
course)
Various.
Summer internships at CREDIT SUISSE, CNRS, THALES ALENIA SPACE, Tutoring

Education
2014–2019 MRes + PhD Computer Science, UNIVERSITY COLLEGE LONDON.

{ PhD supervisors: Sarah Meiklejohn and George Danezis
{ Thesis: Levels of Decentralization and Trust in Cryptocurrencies: Consensus, Governance and

Applications
{ Research interests: Applied Cryptography, Decentralized Systems, Game Theory
{ Scholarship granted by the EPSRC (Engineering and Physical Sciences Research Council)
{ Master of Research Dissertation: Anomaly Detection, Supervisors: George Danezis and Gianluca

Stringhini

2013–2014 MSc Financial Mathematics, UNIVERSITY COLLEGE LONDON, MSc Thesis : Stochastic Control
with Lévy Dynamics.
Grade : Distinction

2011–2013 École Supérieure d’Electricité, Supélec, Paris, One of the leading Engineering Grandes Ecoles
in the fields of Electrical Engineering, Computer Science and Telecommunications,GPA – 3.5/4.

2008–2011 Lycée Henri IV, Preparatory years for the highly competitive examination to the French “Grandes
Ecoles” for scientific studies, Paris.
Mathematics Major

Computer skills
Programming SOLIDITY, GO, RUST ,C++, JAVA, PYTHON, MATLAB, R, JULIA

Other LATEX, UNIX, MICROSOFT OFFICE, MAPLE, SQL

Other Activities
2015-2019 Mentor for Bitcoin workshops at the London Cryptoparty. Co-founder of women-friendly

hacking group HoneyPot. Member of the following programming groups: Pyladies London,
Women Who Code London, Geekettes, LeanIn (hands-on workshops, open-source contribu-
tions, and talks)

mailto:s.azouvi@gmail.com
http://sazouvi.com
http://www.linkedin.com/in/sarahazouvi
http://www.twitter.com/sarahazouvi
https://zeitgeist.xyz/blog/introducing-spark/
https://twitter.com/wehack247
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http://www0.cs.ucl.ac.uk/staff/G.Danezis/


2012 In charge of partnerships with corporations for the Student’s Union at Supélec (BCG, Thales,
Société Générale,...). As part of assignment: head of organization of the yearly Career Fair in
Supélec (500 students, 30 corporations), head of organization of Handicap Day with Starting
Block charity.

2011-2012 Involved in the organization of Gala Supélec 2011 and 2012 (5000 people) as Communication
Manager (find partnerships for the event)

Languages
French (mother tongue), English (fluent), Spanish (elementary)
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